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[bookmark: _Toc73625486][bookmark: _Toc131158882]**** First change ****
[bookmark: _Toc131157116]4.2.1.2.2	A2X Policy Provisioning
An A2X Policy (A2XP) is defined to provide configuration parameters to the UE for A2X communication over the PC5 reference point:
-	The configuration parameters may be pre-configured in the ME, or configured in the UICC, or preconfigured in the ME and configured in the UICC, or provided/updated by the A2X Application Server via PCF and/or A2X1 reference point, or provided/updated by the PCF to the UE.
-	The UE shall consider them in the following priority order: provided/updated by the PCF, provided/updated by the A2X Application Server via A2X1 reference point, configured in the UICC, pre-configured in the ME.
-	Deconflicting policy which indicates the communication mode (unicast or broadcast) for deconflicting.
NOTE 1:	How frequently a UAV sends deconfliction-related messages is an application layer aspect outside the scope of 3GPP.
RAT selection between LTE PC5 and NR PC5 is based on the A2XP.
When the UE is in 5GS or EPS, the UE shall use the valid A2X policy and parameters provisioned by the PCF in 5GC or pre-configured in the UE or delivered at the application layer. If the UE does not have valid A2X policy and parameters, the UE shall request the network to provision the A2X policy and parameters only via 5GS.
A2X communications parameters from A2X Application Server or PCF may be delivered to the UAV UE via UAV-C UE.
NOTE 2:	The transmission method for forwarding the A2XP between the UAV-C and the UAV is out of the scope of the specification.
In addition to existing parameters for V2X, the radio parameters per PC5 RAT (i.e. LTE PC5, NR PC5) can be configured with Geographical Area, Altitude Range per Geographical Area, and Validity timer. This additional information may be needed to enable policing the use of PC5 depending on the specific location of the UAV.
The use of PC5-based communications for BRID and DDAA for UAV with UICC is subjected to successful UUAA authentication/authorization of the UAV and authorization via A2XP. No specific authorization of the use of PC5 for either BRID or DDAA is required by the USS. For UAVs without UICC, the use of PC5-based communications for BRID and DDAA is authorized only by A2XP.
As in the case of TS 23.287 [11], the security for broadcast A2X communication over PC5 reference point is supported in the A2X application layer schemes.
**** End of change ****
